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Status of This Meno

This menmo provides information for the Internet community. This nmeno
does not specify an Internet standard of any kind. Distribution of
this nmeno is unlinmted.

Abst r act

The Point-to-Point Protocol (PPP) [1] provides a standard nethod for
transporting nmulti-protocol datagranms over point-to-point |inks.

The PPP Conpression Control Protocol [2] provides a method to
negotiate and utilize conpression protocols over PPP encapsul at ed
l'i nks.

Thi s docunent describes the use of the Stac LZS data conpression
al gorithm for conpressing PPP encapsul ated packets, using a DCP
header [6]. This protocol is an enhanced version of the non-DCP
(Option 17) PPP Stac LZS conpression protocol [5], and will be
referred to as the LZS-DCP Conpressi on Protocol
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| nt roducti on

Starting with a sliding w ndow conpression history, simlar to LZ1
[3], Stac El ectronics devel oped a conpression algorithmidentified as
Stac LZS. A PPP Conpression Protocol for this conpression al gorithm
was devel oped and published [5]. That protocol was taken as a basis
for data conpression work done in TIA for DSU CSUs. As a part of
that standardizati on process, the concept of a portable Data
Conpressi on Protocol (DCP) was introduced [6]. The resulting

(pendi ng) TI A/ El A-655 standard uses this LZS-DCP protocol, which
ncorporates DCP into a PPP conpression protocol for Stac LZS. A very
simlar protocol is currently out for ballot in the Frame Rel ay
Forum (It is identical except for the size of the history nunber
field.)

This publication of the LZS-DCP conpression protocol is in the

i nterest of providing a conmon conpression protocol for Stac-LZS, and
to provide features that are not available with the LZS conpression
protocol [5]. Sonme of the differences between the LZS-DCP and LZS
(conpression type 17) protocols are as follows:

1) LZS-DCP provides an option which allows packets containing
unconpressible data to be transferred without requiring the
conpression history to be cleared, potentially allowi ng a
hi gher compression ratio. A bit is included in the DCP
header to indicate whether the packet contains conpressed or
unconpr essed dat a.

2) LZS-DCP uses reset request and acknow edgnent bits in the DCP
header that is included on each packet rather than using
CCP' s reset request and acknow edge packets, which may result
in fewer discarded data packets during the REQ ACK handshake.

3) LZS-DCP all ows sinultaneous use of both sequence nunbers and
the LCB for conpression error detection.
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The Stac LZS conpression algorithm supports both single and nultiple
conpression histories. A single conpression history will require the
m ni mum amount of nenory to inplenment, but may not provide as nuch
conpression as a nultiple history inplementation.

Oten, nany streans of infornation are interleaved over the sane
physical link. Each virtual connection will transmt data that is

i ndependent of other virtual connections. Using nultiple conpression
hi stories can inprove the conpression ratio of a comunication |ink
by associ ating separate conpression histories with separate virtua

i nks of communi cation

1.1. Licensing

Source and object licenses are available on a non-discrimnatory
basis. Hardware inplenmentations are al so available. Contact Stac
El ectroni cs (hardware. sal es@tac.com for further information

1.2. Specification of Requirenents

In this docunment, several words are used to signify the requirenents
of the specification. These words are often capitalized.

MUST This word, or the adjective "required", neans that the
definition is an absolute requirenent of the specification

MUST NOT This phrase nmeans that the definition is an absolute
prohi bition of the specification.

SHOULD This word, or the adjective "recomrended", neans that there
may exi st valid reasons in particular circunmstances to
ignore this item but the full inplications MJUST be
under st ood and carefully wei ghed before choosing a
di fferent course.

MAY This word, or the adjective "optional", neans that this
itemis one of an allowed set of alternatives. An
i mpl ement ati on whi ch does not include this option MJST be
prepared to interoperate with another inplenmentation which
does include the option.

1.3. Term nol ogy
Thi s docunent frequently uses the follow ng termns:
datagram The unit of transmission in the network |layer (such as |IP).

A dat agram may be encapsul ated in one or nore packets
passed to the data |ink |ayer.
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frane The unit of transmission at the data link layer. A frane
may include a header and/or a trailer, along with sone
nunber of units of data.

packet The basic unit of encapsul ation, which is passed across the
interface between the network |ayer and the data |ink
| ayer. A packet is usually mapped to a frane; the
exceptions are when data link layer fragnmentation is being
performed, or when multiple packets are incorporated into a
single frame.

peer The other end of the point-to-point |ink.
silently discard

This means the inplementation discards the packet without
further processing. The inplementation SHOULD provide the
capability of logging the error, including the contents of
the silently discarded packet, and SHOULD record the event
in a statistics counter.

2. LZS-DCP Packets

Bef ore any LZS-DCP packets are comuni cated, PPP MUST reach the
Net wor k- Layer Protocol phase, and the CCP Control Protocol MJST reach
the Opened state.

Exactly one LZS-DCP datagramis encapsulated in the PPP I nformation
field, where the PPP Protocol field indicates type hex OOFD
(conpressed datagram or type hex O0OFB (Individual |ink conpressed
datagran). Type hex OOFD i s used when conpression is negotiated over
a single physical link or when conpression is negotiated over a
single bundl e consisting of multiple physical Iinks. Type hex O0FB

i s used when conpression is negotiated separately over individua
physical links to the same destination. For nore information, please
refer to PPP Conpression Control Protocol

The maxi mum | ength of the LZS-DCP datagramtransnitted over a PPP
link is the same as the maxi mum | ength of the Information field of a
PPP encapsul at ed packet.

Prior to conpression, the unconpressed data begins with the PPP
Protocol ID Field. Protocol-Field-Conpression MAY be used on this
val ue, if has been successfully negotiated for the Iink

The PPP Protocol ID Field is followed by the original Information

field. The I ength of the unconpressed data field is limted only by
the all owed size of the conpressed data field and the higher protoco
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| ayers.

PPP Link Control Protocol packets MJST NOT be sent within LZS- DCP
packets. PPP Network Control Protocol packets MJUST NOT be sent
wi thin LZS- DCP packet s.

2.1. Exanple LZS-DCP packets (shown using PPP in HDLC-like fram ng
usi ng Address-and- Control - Fi el d- Conpr essi on and Protocol -Fi el d-
Conpression. - RFC 1662 )

Conpr essed Packet :

PPP | | PPP
PID| HDR SEQ DATA LCB | FCS
+----- +----- +----- Fe- - S S +----- +
| FD|] CO|] nn | Conpressed Dat a | yy| zz
+o---- +o---- +o---- Fe e SRR SR +o---- +
/ \
/ Conpr essi on \
/ Transformati on \
/ \
| PPP \
/ PID PPP Information Field \
oo Feo ----+
| x x | upper layer protocol data
+o-m - - +---- ---- 4

Unconpr essed Packet

PPP | | PPP
PID| HDR SEQ DATA | FCS
oo m- oo - I Fe e s SRR +
| FD|] 80| nn | Un-conpressed Data | z z
+o---- +o---- +o---- Foe S T +
/ \
/ \
/ \
/ \
| PPP \

/ PID PPP Information Field \
to---- Foe ----
| x x | upper layer protocol data
oeenn S . -t

where: (C0 and 80 are representative LZS-DCP headers; nn, Xxx, Yy,
and zz are val ues determ ned by the packet’s context.
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2.

2.

2.

2.

Paddi ng

PPP padding is not allowed in a LZS-DCP packet. However, on
conpressed packets, padding may be acconplished by extending the
data field with zeros followi ng the | ast conpressed data octet
(see Section 2.1.1). This is referred to as LZS Padding. The
LCB, if present, MJST be the octet preceding the frane CRC

Reliability and Sequencing

VWhen no Conpression History is kept, the algorithm does not depend
on a reliable link, and does not require that packets be delivered
in sequence. However, per packet conpression results in a | ower
conpression ratio than it could be on a stream

Sone reasons for clearing the history on a per packet basis
i ncl ude:

- The link has a high error rate.
- The resources of the transmitter or receiver linmt the ability
to maintain a conpression history between packets.

VWhen one or nore conpression Hi stories are negotiated, the packet
sequence MUST be preserved within specific H story Nunbers. There
is no sequence requirement between different H story Nunbers.

When using one or nore conpression histories, the inplenentation
MJUST rely on either a |lower layer reliable link protocol (RFC
1663), use a technique to keep the conmpressor and deconpressor

hi stories in synchroni zation, or both. The LZS-DCP protoco
provi des the Request-Req and Request-Ack bits in the DCP header
for this purpose. Since this synchronization is done on a per
history basis, the history nunber fields are required to be the
same size in both directions of the link. Any data contained in
the packet is processed after the signaling bits are processed.

The transnmitter MAY clear a Conpression History at any tine.

The transnmitter MJUST clear a history after a receiving a Reset-
Request for a given History Number.

Dat a Expansi on
The nmaxi mum expansi on of Stac LZS is 12. 5%
A Maxi mum Receive Unit (MRU) MAY be negotiated that is 12.5%

| arger than the size of a normal packet. Then, packets can al ways
be sent conpressed regardl ess of expansion
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2.

2.

5.

5.

The transnmitter MAY send an unconpressed LZS-DCP packet at any
time, although the typical use of unconpressed LZS-DCP packets is
as an anti-expansi on mechani sm

VWhen t he expansi on plus conpression header exceeds the size of the
peer’s MRU for the link, the data MJUST be sent as an unconpressed
LZS- DCP packet .

An unconpressed LZS-DCP packet is transmitted according to the
format shown in Section 2.1, with the CJU bit set to O
(Uncompressed-Data). |If the Configuration Option Field ’Process
Mode', is set to a value of 1 (Process-Unconpressed), unconpressed
LZS- DCP packets are processed by both the conpressor and the
deconpressor, updating the histories of each. If the Process Mde
Field is set to a value of 0 (None), and the conpressor has
nodified its history before sending the unconpressed packet, the
conpressor history MJST be cl ear

Packet For nat

A summary of the LZS-DCP packet format is shown below The fields
are transmtted fromleft to right.

0 1 2
012345678901234567890123
T T S S S T S

| PPP Prot ocol | DCP- Header

B R T e e S e S S N T it sl o ST TR S TR S I SR
| (Hi story Number) | (Seq Num

T e alunls i i R e e S e i et it (I SERE R
| Data ...

R T o T i e ks ik oI ST e TS

| (LCB |

+- - - - - - - -+

1. PPP Protoco

The PPP Protocol field is described in the Point-to-Point Protoco
Encapsul ation [1].

VWen the LZS-DCP conpression protocol is successfully negotiated
by the PPP Conpression Control Protocol [2], the value is O0FD or
OOFB hex. This value MAY be conpressed when Protocol -Fiel d-
Conpressi on i s negoti at ed.
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2.

5.

2.

DCP- Header

The DCP-Header is nominally one octet in length, but may be
ext ended through the use of the extension bit.

The format of the DCP-Header is as foll ows:

E - Extension Bit

The E bit is the extension bit. |If set to 0, it indicates that
anot her octet of the DCP-Header is present. Currently, this
bit is always set to 1, since the DCP-Header field is only one
octet |ong.

C/'U - Conpressed/ Unconpressed Bit

The C/ U indicates whether the data field contains conpressed or
unconpressed data. A value of 1 indicates conpressed data
(often referred to as a conpressed packet), and a value of 0

i ndi cates unconpressed data (or an unconpressed packet).

R-A - Reset-Ack

The R-A bit is used to informthe deconpressi ng peer that

the history buffer specified by the history number in the
packet was in the cleared state just before the data contained
in the packet was processed by the conpression transfornmation
(see section 3., Sending Conmpressed Datagrans). This bit MJST
be set to a value of "1" to indicate a Reset-Ack, and to
acknow edge a receive failure (R R (see section 3., Sending
Conpressed Datagrans). This bit is specific to the history
nunber of the packet containing it.

R-R - Reset-Request

The RRR bit is used to request that the conpressing peer

clear the history buffer specified by the history nunber in the
packet. This bit MJST be set to a value of "1" to indicate a
Reset - Request, and to respond to a receive failure (R R (see
section 3., Sending Conpressed Datagrans). This bit is
specific to the history nunber of the packet containing it.
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2.

2.

5.

5.

3.

4.

Res - Reserved
These bits are reserved and MJST be set to O
C/ D - Control/Data

This bit is used by DCP to provide in-band negotiation in
appl i cati ons where out-of-band negotiati on nethods are not
provided (i.e. Frane Relay). Since CCP provides an out of band
negoti ati ng mechanism this feature is not used in this
application. Al packets MJST set this bit to a value of O,
which signifies that the packet is a data packet. (Packets
containing only Reset- Requests are classified as data
packets.)

Hi story Nunber

The nunber of the conpression history which was used, ranging from
1 to the negotiated value in the History Count field.

If the negotiated History Count is less than 2, this field is
renoved. |If the negotiated Hi story Count is 2 or nmore, but |ess
than 256, this field is 1 octet. |If 256 or nore histories are
negotiated, this field is 2 octets, nobst significant octet first.

If rmultiple histories are used in one direction on a link, the

hi story nunber field MIUST be present on all packets in both
directions, and sized according to the |argest nunber of histories
in either direction.

If multiple histories are used, this field MJST be present in
unconpressed as well as conpressed packets.

Sequence Number

The sequence nunber field is one octet in length. Wen the check
node field is set to the "Sequence Nunmber" or "Sequence Nunber +
LCB" options, the sequence nunber field MJST be present in al
dat a conpressi on packets that contain a data field.

The val ue of the sequence number field (the sequence nunmber of the
packet) MJST begin with "1" and i ncrenment nodul o 256 on successive
packets that contain data fields. This nunber is relative to the
hi story nunber used.

On receipt of a packet with the R-A bit set to "0", if the
sequence nunber of the packet is any nunber other than (N+1) nod
256, where N is the sequence nunber of the |ast packet received
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2.

2.

5.

5.

5.

6.

for the same history, or an initial value of "0", a receive
failure for that history has occurred. The receive failure MJST
be handl ed according to the synchronization procedure in section
3. 5.

The sequence nunber MJST NOT be reset by the transmitter when a
packet containing a Reset-Ack is sent. The deconpressor MJST
resynchroni ze its sequence nunber reference for the indicated
hi story when a packet containing a Reset-Ack is received.

Dat a

The data field MJUST contain a single datagramin either conpressed
or unconpressed form depending on the state of the U Dbit in the
Header. This length of this field is always be an integer nunber
of octets. This field is required in all packets that do not have
the RR bit set to "1".

If the CJUbit is set to "0", the data field contains the
unconpressed form of the datagram

If the JUDbit is set to "1", the formof the data field is one

bl ock of compressed data as defined in 3.2 of X3.241-1994, with
the follow ng exceptions: 1) the end nmarker nay be followed wth
additional octets containing only zeros; 2) if the final octet in
the bl ock of conpressed data has a value of "0", then it MAY be
renoved fromthe data field.

There is only one end marker per block of conpressed data.
Longi tudi nal Check Byte

The LCB field is one octet in length, and if present MJST be the

| ast octet in the data conpression packet. Wen the check-node
field is set to "LCB" or "Sequence Nunber + LCB", this field MJST
be present in all packets where the data field contains conpressed
data. This field MJUST NOT be present in data conpression packets
where the data field contains unconpressed data. This field
contains the result of the LCB calculation, in accordance with the
fol | owi ng paragr aph.

The LCB octet is the Exclusive-OR of FF(hex) and each octet of the
unconpressed datagram (prior to the conpression transfornmation).
On receipt, the receiver conputes the Exclusive-OR of FF(hex) and
each octet of the deconpressed packet. |f this value does not
match the received LCB, then a receive failure for that history
has occurred. The receive failure is handled according to the

hi story synchroni zati on procedure in section 3.5.
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2.

3.

3.

5.

7. Conpressed Data
The Stac LZS conmpression algorithmis Defined in ANSI X3.241-1994
[7]. The format of the conpressed data is repeated here for
i nformati onal purposes ONLY.
<Conpressed Streant : = [ <Conpressed String>] <End Marker>
<Conpressed String> := 0 <Raw Byte> | 1 <Conpressed Bytes>
<Raw Byt e> : = <b><b><b><b><b><b><b><b> (8-bit byte)
<Conpressed Bytes> := <O fset> <Lengt h>
<O fset> := 1 <b><b><b><b><b><b><b> | (7-bit offset)
0 <b><b><b><b><b><b><b><b><b><ph><b> (11-bit offset)
<End Marker> : = 110000000
<b>:=11] 0
<Length> : =
00 =2 1111 0110 = 14
01 =3 1111 0111 = 15
10 =4 1111 1000 = 16
1100 =5 1111 1001 = 17
1101 =6 1111 1010 = 18
1110 =7 1111 1011 = 19
1111 0000 = 8 1111 1100 = 20
1111 0001 = 9 1111 1101 =21
1111 0010 = 10 1111 1110 = 22
1111 0011 = 11 1111 1111 0000 = 23
1111 0100 = 12 1111 1111 0001 = 24
1111 0101 = 13
Sendi ng Conpressed Dat agrans
The reliable and efficient transport of datagranms on the data |ink
depends on the foll owi ng processes.

1

Transnmitter Process

The conpression operation results in either conpressed or
unconpressed data. When a network datagramis received, it is
assigned to a particular history buffer and processed according to
ANSI X3.241-1994 to formconpressed data or used as is to form
unconpressed data. Prior to the conpression operation, if a
Reset - Request is outstanding for the history buffer to be used,
the buffer is cleared. In performing the conpression operation

if the process node field is set to the value None ("0"), the

hi story MJUST only be updated if the result is conpressed data. |If
process node field is set to the value Process-Unconpressed ("1"),
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3. 2.

the history MJST be updat ed when either conpressed data or
unconpressed data is produced. Unconpressed data MAY be sent at
any time. Unconpressed data MJST be sent if conpression causes
enough expansi on to cause the data conpression datagramsize to
exceed the Information field s MRU

If the Process Mdde field is set to the value None ("0") and the
conpressor has nodified the history buffer before sending an
unconpressed datagram the history buffer MJST be cleared before
the next datagramis processed.

The output of the conpression operation is placed in the
information field of the datagram The C/U bit is set according
to whether the data field contains conpressed or unconpressed
data. |f the sequence nunber field is present according the value
of the check nmode field, the sequence nunber counter for the
appl i cabl e history nunmber MJST be incremented and its val ue pl aced
in the sequence nunber field. If the data field contains
conpressed data, and Check Mdde field is set accordingly, the LCB
field is present and its value is conmputed as specified in section
2.2.6.

Upon reception of a packet containing a Reset-Request, the
transmtting conmpressor MUST be cleared to an initial state, which
i ncludes clearing the history buffer. |If the data field of the
packet containing the Reset-Request contains data, it is delivered
to the local receiver as a normal data packet. |In addition to the
reset of the conpressor, a packet MJST be transmitted with Reset-
Ack bit set to 1. The data field of this packet MJST be filled
with data. |If no data is ready for transmi ssion, the transmtter
MUST wait until data is ready before sending the Reset-Ack.

If the history buffer is in the clear state (the history buffer
contains no data bytes) prior to perform ng the conpression
operation, the resulting conpressed or unconpressed packet MJST be
sent with the RRA bit set to "1".

Recei ver Process

VWhen a data conpression datagramis received fromthe peer, the
R-R and R A bits MIST be checked. If the RR bit is set, the

| ocal conpression engi ne MIST be signal ed that a Reset-Request has
been received for the history specified by the history nunber
field. If the RRA bit is set, any outstanding receive failure for
the specified history MIJST be cleared. If no receive failure is
out st andi ng, and the sequence nunmber field is present, its val ue
checked. If a receive failure has occurred, it MJST be handl ed
according to the history resynchroni zati on nechani sm descri bed
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3.

3.

bel ow, and the remai nder of the datagramis discarded. |If no
receive failure is detected, the data is assigned to the indicated
deconpression history buffer and processed according to process
node field and CJ U bit.

If the CJUDbit is set to "1", a single octet containing the val ue
0x00 MJUST be appended to the data field and the resulting
conpressed data bl ock MUST be deconpressed accordi ng to ANSI
X3.241-1994. If the LCB field is present on the received

dat agram an LCB for the unconpressed data MJST be computed and
checked agai nst the received LCB according to section 2.1. If a
receive failure has occurred, it MJST be handl ed according to the
Hi story Resynchroni zati on Mechani sm descri bed bel ow.

If the CJUDbit is set to "0" and the process node field is set to
the val ue Process-Unconmpressed ("1"), the specified deconpression
hi story buffer MJST be updated with the received unconpressed

dat a.

If the CJUDbit is set to "0" and process node field is set to the
val ue None ("0"), the specified deconpression history buffer MJST
NOT be nodifi ed.

If the RA bit is set to "1", the receiving deconpressor NAY be
reset to an initial state. (However, due to the characteristics
of the Stac LZS algorithm a deconpressor reset is not required).
After reset, any conpressed or unconpressed data contained in the
packet is processed.

On the occurrence of a receive failure, an inplenentati on MJST
transmt a packet with the RR bit set to "1" (a Reset-Request)
and with the history nunber matching the history that had the
failure. The data field may be present if data is waiting to be
transported for that history, or the RR bit may be set in a
packet transmitted w thout sequence nunber, data, or LCB fields.
Once a receive failure has occurred, the data in any subsequent
packets received for that history MIST be discarded until a packet
containing a Reset-Ack is received. It is the responsibility of
the receiver to ensure the reliability of the reset request-
acknow edge nechanism This may require the transm ssion of an
addi ti onal Reset-Request before a Reset-Ack will be received.

Hi story Mai ntenance

The History Count field determines the nunber of history buffers
to be maintained for the conpression protocol. For exanple, each
hi story buffer could represent a separate |ogical connection

bet ween the data conpression peers. Wen naintaining a history,
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3. 4.

3.

5.

the peers MJUST use link error detection and signaling to ensure
that both the conpressor and deconpressor copies of each history
buf fer are always identi cal

Setting the H story Count field to the value "0" indicates that
the conpression is to be on a connectionless basis. 1In this case,
a single history buffer is used and MUST be cleared at the

begi nni ng of every datagram The conpressing entity MJST set the
R-A bit on all outgoing datagrans.

VWhen the History Count field is set to the value "1", a single
history buffer is nmaintained by each of the data conpression
peers. (A single logical connection.)

When the History Count field is set to a value greater than "1",
separate history buffers, error detection states, and signaling
states are maintained by the deconpressing entity for each
history. The conpressing peer nay transmt data on any nunber of
separate histories, up to the value of the History Count field.

Ant i - Expansi on Mechani sm

VWhen one or nore histories are negotiated and the Process Mde
field is set to None ("0"), there are 2 options on how to handl e
packets that expand:

1) Send the expanded data and keep the history, thus allow ng
| oss of current bandw dth but preserving future bandw dth on
the Iink.

2) Send the unconpressed data and clear the history, thus
conserving current bandw dth, but allow ng possible | oss of
future bandwi dth on the Iink

VWhen 1 or nore histories are negotiated and the Process Mde field
is set to Process-Unconpressed ("1"), there is an additiona
option:

3) Send the unconpressed data and do not clear the conpression

hi story; the deconpressor will update its history, thus
conserving the current bandw dth and future bandw dth on the
i nk.

Hi story Resynchroni zati on Mechani sm

The DCP- Header includes R-R (Reset-Request) and R-A (Reset- Ack)
bits in order to provide a mechanismfor indicating a receiver
failure in one direction of a conpressed |link w thout affecting
traffic in the other direction. A receive failure is determ ned
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4.

usi ng the sequence nunber and/or LCB mechanism according to the
val ue of the check node field.

Reset - Requests and Reset-Acks are specific to the history nunber
of the packet containing them

Reset - Request/ Reset - Ack hi story synchroni zation signaling is
provided to recover froma | oss of synchronization between peers,
especially in unreliable transport layers. As with al
conpressi on al gorithns, the deconpressor can not recover from

dropped, erroneous, or ms-ordered datagrams, and will propagate
errors catastrophically until both peers are reset to an initia
state.

The LZS-DCP protocol provides a neans to detect these error
conditions: LCB for erroneous datagranms, and sequence nunber for
dropped or ms-ordered datagrans. There is a neans for correcting
a |l oss of synchronization: clear both the failing conpression and
deconpression histories, and follow the transmtter and receiver
processes in sections 3.1. and 3. 2.

Configuration Option Format

The LZS-DCP Configuration Option negotiates the use of LZS-DCP on the
link. By default or ultimte disagreenent, no conpression is used.
This Configuration Option is used in CCP, and can be used in other
negoti ati on nechanisns [2].

Al'l inplementations MJST support the default val ues.

A summary of the LZS-DCP Configuration Option format is shown bel ow.
The fields are transmtted fromleft to right.

0 1 2 3
01234567890123456789012345678901
B T s i I S e i S i i S S e S

| Type | Length | Hi story Count

s S S i I S R R e h T Tk e S S S o T S
| Check Mbde | Process Mde

B S S i i T S

Type
23
Length

6
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Hi story Count

Check

The History Count field is two octets, mpbst significant octet
first, and specifies the maxi mum nunber of Conpression Hi stories.

The value 0 indicates that the inplenentation expects the peer to
clear the Conpression History at the beginning of every packet.

If this value is selected, the transmtter MJST set the Reset-Ack
bit of every packet that contains conpressed data.

The value 1 is the default value and is used to indicate that only
one history is nmaintained.

O her valid values range from2 to 65535. The peer is not
required to send as many histories as the inplenentation indicates
that it can accept. However, it should be noted that resources
are allocated in each peer to support the nunmber of negoti ated
histories in this field.

Mode

The Check Mode indicates support of LCB and/or Sequence checking.
The use of check nbde None (0) MJUST NOT be used for history counts
greater than zero.

None

LCB

Sequence Number

Sequence Nunber + LCB (default)

WNEFO

Process Mbde

The Process Mode specifies how unconpressed packets are handl ed.
A val ue of None (0) indicates that unconpressed packets are not
processed by the deconpressor. A value of Process-Unconpressed

(1) indicates that unconpressed packets are processed by the
deconpressor to update the history.

0 None (default)
1 Pr ocess- Unconpr essed

Security Considerations

Security issues are not discussed in this meno.
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