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ABSTRACT
HTTP all ows web site authors to put nultiple versions of the sane
i nformati on under a single URL. Transparent content negotiation is a
mechani sm for autonmatically selecting the best version when the URL
is accessed. A renote variant selection algorithmcan be used to
speed up the transparent negotiation process. This docunent defines
the renpte variant selection algorithmwi th the version nunber 1.0.
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1 Introduction

HTTP all ows web site authors to put nultiple versions (variants) of
the sane information under a single URL. Transparent content
negotiation [2] is a nechanismfor automatically selecting the best
variant when the URL is accessed. A renote variant selection

al gorithmcan be used by a HTTP server to choose a best variant on
behal f of a negotiating user agent. The use of a renote al gorithm
can speed up the transparent negotiation process by elimnating a
request-response round trip

Thi s docunent defines the renpte variant selection algorithmwth the
versi on nunber 1.0. The algorithm conputes whether the Accept-
headers in the request contain sufficient information to allow a
choice, and if so, which variant nust be chosen

2 Term nol ogy and notation

Thi s specification uses the term nology and notation of the HTTP
transparent content negotiation specification [2].

3 The renote variant selection algorithm

This section defines the renote variant selection algorithmwth the
versi on nunber 1.0. To inplenent this definition, a server MAY run
any al gorithm which gives equal results.

Note: According to [2], servers are always free to return a |ist
response instead of running a renote algorithm Therefore,
whenever a server may run a renpote algorithm it may also run a
partial inplenentation of the algorithm provided that the partia
i mpl enentati on al ways returns List_response when it cannot compute
the real result.

3.1 | nput
The algorithmis always run for a particular request on a
particul ar transparently negotiable resource. It takes the
follow ng information as input.

1. The variant list of the resource, as present in the Alternates
header of the resource.
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2. (Partial) Information about capabilities and preferences of the
user agent for this particular request, as given in the Accept-
headers of the request.

If a fallback variant description
{"fall back. htm "}

is present in the Alternates header, the algorithm MJST interpret it
as the variant description

{"fal | back. htni " 0.000001}

The extrenely | ow source quality value ensures that the fall back
variant only gets chosen if all other options are exhausted.

3.2 Qut put

As its output, the renpte variant selection algorithmand will yield
the appropriate action to be performed. There are two possibilities:

Choi ce_response
The Accept- headers contain sufficient information to nake a
choi ce on behal f of the user agent possible, and the best
variant MAY be returned in a choice response
Li st_response
The Accept- headers do not contain sufficient infornmation to
nmake a choice on behalf of the user agent possible. A list
response MJST be returned, allowi ng the user agent to nmake the
choice itself.
3.3 Computing overall quality val ues
As a first step in the renpte variant selection algorithm the
overall qualities of the individual variants in the list are
conput ed
The overall quality Qof a variant is the value
Q=round5( gs * qt * qc * gl * qgf )
where round5 is a function which rounds a floating point value to 5

deci mal pl aces after the point, and where the factors gs, qt, qgc, ql
and qf are determ ned as foll ows.
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gs |Is the source quality factor in the variant description

gt The nedia type quality factor is 1 if there is no type
attribute in the variant description, or if there is no Accept
header in the request. Oherwise, it is the quality assigned
by the Accept header to the nedia type in the type attribute.

Note: If a type is matched by none of the elenments of an
Accept header, the Accept header assigns the quality factor O
to that type.

gc The charset quality factor is 1 if there is no charset
attribute in the variant description, or if there is no
Accept - Charset header in the request. O herw se, the charset
quality factor is the quality assigned by the Accept- Charset
header to the charset in the charset attribute

gl The | anguage quality factor is 1 if there is no | anguage
attribute in the variant description, or if there is no
Accept - Language header in the request. Oherw se, the |anguage
quality factor is the highest quality factor assigned by the
Accept - Language header to any one of the |languages listed in
the | anguage attribute.

gf The features quality factor is 1 if there is no features

attribute in the variant description, or if there is no
Accept - Features header in the request. Oherwise, it is the
quality degradation factor for the features attribute, see
section 6.4 of [2].

As an exanple, if a variant list contains the variant description

{"paper.htm .en" 0.7 {type text/htm} {language fr}}
and if the request contains the Accept- headers

Accept: text/htm:qg=1.0, */*:q=0.8
Accept - Language: en;g=1.0, fr;g=0.5

the renpte variant selection algorithmw |l conmpute an overal
quality for the variant as foll ows:

{"paper.htm .fr" 0.7 {type text/htm} {language fr}}
| | |
| | |
\Y \Y \Y
round5 ( 0.7 * 1.0 * 0.5 ) = 0.35000
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Wth the above Accept- headers, the conplete variant |ist

{"paper.htm .en" 0.9 {type text/htm} {language en}},
{"paper.htm .fr" 0.7 {type text/htm} {language fr}},
{" paper. ps.en” 1.0 {type application/postscript} {language en}}

woul d yield the foll owi ng computati ons:

round5 ( gs * qt * gc * gl * qgf ) = Q
paper.htm .en: 0.9 * 1.0 * 1.0 * 1.0 * 1.0 = 0. 90000
paper.htm .fr: 0.7 * 1.0 * 1.0 * 0.5 * 1.0 = 0. 35000
paper. ps. en: 1.0 * 0.8 * 1.0* 1.0 * 1.0 = 0. 80000

3.4 Definite and specul ative quality val ues

A computed overall quality value can be either definite or

specul ative. An overall quality value is definite if it was conputed
wi t hout using any wildcard characters "*' in the Accept- headers, and
wi t hout the need to use the absence of a particul ar Accept- header

An overall quality value is specul ative otherw se.

As an example, in the previous section, the quality val ues of
paper. htm .en and paper.htnl.fr are definite, and the quality val ue

of paper.ps.en is specul ati ve because the type application/postscript
was matched to the range */*.

Defi niteness can be defined nore fornmally as follows. An overal

quality value Qis definite if the same quality value Q can be

conputed after the request nessage is changed in the follow ng way:
1. If an Accept, Accept-Charset, Accept-Language, or

Accept - Features header is mssing fromthe request, add this
header with an enpty field.

2. Delete any nedia ranges containing a wildcard character '*’
fromthe Accept header. Delete any wildcard '*' fromthe
Accept - Charset, Accept-Language, and Accept-Features headers.

As anot her example, the overall quality factor for the variant
{"blah.htm" 1 {language en-gb} {features bl ebber [x y]}}

is 1 and definite with the Accept- headers

Accept - Language: en-gb, fr
Accept - Features: bl ebber, x, ly, *
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and

Accept - Language: en, fr
Accept - Feat ures: bl ebber, x, *

The overall quality factor is still 1, but speculative, with the
Accept - headers

Accept - | anguage: en-gb, fr
Accept - Feat ures: bl ebber, !y, *

and

Accept - Language: fr, *
Accept - Feat ures: bl ebber, x, !y, *

3.5 Determ ning the result
The best variant, as determined by the renpte variant selection
algorithm is the one variant with the highest overall quality val ue,
or, if there are nultiple variants which share the hi ghest overal
quality, the first variant in the list with this val ue.

The end result of the renote variant selection algorithmis
Choice response if all of the followi ng conditions are mnet

a. the overall quality value of the best variant is greater
than O

b. the overall quality value of the best variant is a definite
qual ity val ue

c. the variant resource is a neighbor of the negotiable
resource. This last condition exists to ensure that a
security-related restriction on the generation of choice
responses is net, see sections 10.2 and 14.2 of [2].
In all other cases, the end result is List_response.
The requirenent for definiteness above affects the interpretation of
Accept- headers in a dramatic way. For example, it causes the renote
algorithmto interpret the header
Accept: immge/gif;q=0.9, */*;q=1.0

as

‘I accept image/gif with a quality of 0.9, and assign quality
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factors up to 1.0 to other nmedia types. |If this information is
insufficient to make a choice on ny behal f, do not make a choice
but send the list of variants’.

Wthout the requirenent, the interpretati on woul d have been

‘I accept image/gif with a quality of 0.9, and all other nedia
types with a quality of 1.0'.

4 Use of the algorithm

Thi s section discusses how user agents can use the renote algorithm
in an optinmal way. This section is not normative, it is included for
i nf ormati onal purposes only.

4.1 Using quality factors to rank preferences

Using quality factors, a user agent can not only rank the elenents
within a particular Accept- header, it can al so express precedence
rel ati ons between the different Accept- headers. Consider for
exanple the followi ng variant list:

{"paper.english" 1.0 {l anguage en} {charset |SO 8859-1}},
{" paper. gr eek" 1.0 {l anguage el} {charset |SO 8859-7}}

and suppose that the user prefers "el" over "en", while the user
agent can render "1SO 8859-1" with a higher quality than "I SO 8859-
7". If the Accept- headers are

Accept - Language: gr, en;g=0.8
Accept - Charset: |1SO 8859-1, |SO 8859-7;9=0.6, *

then the renote variant selection algorithmwould choose the English
variant, because this variant has the | east overall quality
degradation. But if the Accept- headers are

Accept - Language: gr, en;g=0.8
Accept - Charset: 1S0O 8859-1, |SO 8859-7;q=0.95, *

then the algorithmwoul d choose the Greek variant. In general, the
Accept- header with the biggest spread between its quality factors
gets the highest precedence. |If a user agent allows the user to set
the quality factors for sone headers, while other factors are hard-
coded, it should use a | ow spread on the hard-coded factors and a
hi gh spread on the user-supplied factors, so that the user settings
take precedence over the built-in settings.
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4.2 Construction of short requests

In a request on a transparently negotiated resource, a user agent
need not send a very long Accept- header, which lists all of its
capabilities, to get optimal results. For exanple, instead of
sendi ng

Accept: image/gif;q=0.9, inagel/]jpeg;q=0.8, imge/png;qg=1.0,
i mage/tiff;g=0.5, image/ief;q=0.5, imgel/x-xbitnmap;g=0.8,
application/pluginl;qg=1.0, application/plugin2;g=0.9

the user agent can send
Accept: immge/gif;q=0.9, */*;q=1.0

It can send this short header w thout running the risk of getting a
choi ce response with, say, an inferior image/tiff variant. For
exanple, with the variant |ist

{"x.gif" 1.0 {type image/qgif}}, {"x.tiff" 1.0 {type inmage/tiff}},

the renpte algorithmw Il conmpute a definite overall quality of 0.9
for x.gif and a specul ative overall quality value of 1.0 for x.tiff.
As the best variant has a speculative quality value, the algorithm
wi Il not choose x.tiff, but return a |ist response, after which the
selection algorithmof the user agent will correctly choose x.gif.
The end result is the sane as if the |l ong Accept- header above had
been sent.

Thus, user agents can vary the length of the Accept- headers to get
an optinal tradeoff between the speed with which the first request is
transmtted, and the chance that the renote al gorithm has enough
information to elimnate a second request.

4.2.1 Col | apsi ng Accept- header el enents

Thi s section discusses how a | ong Accept- header which lists al
capabilities and preferences can be safely nade shorter. The renote
variant selection algorithmis designed in such a way that it is

al ways safe to shorten an Accept or Accept-Charset header by two
taking two header elenents ‘A;g=f’ and ‘B;q=g" and replacing them by
a single elenent ‘P;g=m where P is a wildcard pattern that matches
both A and B, and mis the maximumof f and g. Sone exanples are

text/htm; g=1.0, text/plain;g=0.8 --> text/*;g=1.0
i mge/ *; q=0.8, application/*;qg=0.7 --> */*:;0=0.8
i so-8859-5;g=1. 0, unicode-1-1;g=0.8 --> *.g=1.0

Hol t man & Mtz Experi ment al [ Page 8]



RFC 2296 HTTP RVSA/ 1.0 March 1998

Note that every ‘;q=1.0" above is optional, and can be onmitted:
i so-8859-7;09=0.6, * --> *

For Accept-Language, it is safe to collapse all |anguage ranges
with the sane primary tag into a wildcard

en-us; q=0.9, en-gb;g=0.7, en;g=0.8, da --> *.0=0.9, da

It is also safe to collapse a | anguage range into a wildcard, or to
replace it by a wildcard, if its primary tag appears only once:

*,0=0.9, da o> *

Finally, in the Accept-Features header, every feature expression
can be collapsed into a wildcard, or replaced by a wldcard:

col ordepth! =5, * --> *

4.2.2 Omtting Accept- headers

According to the HITP/ 1.1 specification [1], the compl ete absence of
an Accept header fromthe request is equivalent to the presence of
‘Accept: */*'. Thus, if the Accept header is collapsed to ‘Accept:
*/*'  a user agent nmay omt it entirely. An Accept-Charset, Accept-
Language, or Accept-Features header which only contains ‘*' may al so
be omitted.

4.2.3 Dynamically | engthening requests

In general, a user agent capabl e of transparent content negotiation
can send short requests by default. Some short Accept- headers could
be included for the benefit of existing servers which use HITP/ 1.0
styl e negotiation (see section 4.2 of [2]). An exanple is

CET /paper HTTP/ 1.1

Host: x.org

User - Agent: Wixt aWeb/ 2. 4
Negotiate: 1.0
Accept - Language: en, *;qg=0.9

If the Accept- headers included in such a default request are not
suitable as input to the renpte variant selection algorithm the user
agent can disable the algorithmby sending ‘Negotiate: trans’ instead
of ‘Negotiate: 1.0.
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If the user agent discovers, though the receipt of a list or choice
response, that a particular origin server contains transparently
negoti ated resources, it could dynamically |engthen future requests
to this server, for exanple to

CGET /paper/chapterl HITP/ 1.1

Host: x.org

User - Agent: Wixt aWeb/ 2. 4

Negotiate: 1.0

Accept: text/htm, application/postscript;q=0.8, */*
Accept - Language: en, fr;qg=0.5, *;g=0.9
Accept - Features: tables, *

This will increase the chance that the renote variant selection
algorithmwi |l have sufficient information to choose on behalf of the
user agent, thereby optimzing the negotiation process. A good
strategy for dynam c extension would be to extend the headers with
those nedi a types, |anguages, charsets, and feature tags nentioned in
the variant lists of past responses fromthe server.

4.3 Differences between the | ocal and the renote al gorithm

A user agent can only optim ze content negotiation though the use of
arenote algorithmif its local algorithmw Il generally nake the
sanme choice. |If a user agent receives a choice response containing a
variant X selected by the renote algorithm while the Iocal algorithm
woul d have selected Y, the user agent has two options:

1. Retrieve Y in a subsequent request. This is sub-optim
because it takes tine.

2. Display X anyway. This is sub-optimal because it nakes the
end result of the negotiation process dependent on factors that
can randomy change. For the next request on the same resource,
and internedi ate proxy cache could return a list response, which
woul d cause the local algorithmto choose and retrieve Y instead
of X. Conpared to a stable representation, a representation
whi ch randomly switches between X and Y (say, the version with
and wi thout franes) has a very | ow subjective quality for nost
users.

As both alternatives above are unattractive, a user agent should try

to avoid the above situation altogether. The sections bel ow di scuss
how thi s can be done.
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4.3.1 Avoiding nmajor differences

If the user agent enables the renpte algorithmin this specification
it should generally use a local algorithmwhich closely resenbles the
renote algorithm The al gorithm should for exanple al so use
nmultiplication to conbine quality factors. |If the user agent
conbines quality factors by addition, it would be nore advant ageous
to define a new renpte variant selection algorithm with a new ngjor
version nunber, for use by this agent.

4.3.2 Wirking around mnor differences

Even if a local algorithmuses nultiplication to conbine quality
factors, it could use an extended quality fornulae |like

Q=round5( gs * qt * qc * gl * gf ) * g_adjust

in order to account for special interdependenci es between di nensions,
which are due to linmtations of the user agent. For example, if the
user agent, for sone reason, cannot handle the iso-8859-7 charset
when rendering text/plain docunments, the g_adjust factor would be O
when the text/plain - iso0-8859-7 conbination is present in the
variant description, and 1 otherw se.

By selectively withholding information fromthe renote variant
selection algorithm the user agent can ensure that the renote

algorithmw |l never make a choice if the local g_adjust is |less than
1. For example, to prevent the renote al gorithmfrom ever returning
a text/plain - iso0-8859-7 choice response, the user agent should take

care to never produce a request which exactly specifies the quality
factors of both text/plain and i so-8859-7. The om ssion of either
factor froma request will cause the overall quality value of any

text/plain - is0-8859-7 variant to be specul ative, and variants with
specul ative quality values can never be returned in a choice
response.

In general, if the local g_adjust does not equal 1 for a particular

conbination X - Y - Z, then a renote choice can be prevented by

al ways omitting at |east one of the elements of the conbination from
the Accept- headers, and adding a suitable wildcard pattern to match
the omtted elenment, if such a pattern is not already present.

5 Security and privacy considerations
Thi s specification introduces no security and privacy consi derations

not already covered in [2]. See [2] for a discussion of privacy
ri sks connected to the sending of Accept- headers.
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9 Full Copyright Statenent
Copyright (C The Internet Society (1998). Al Rights Reserved.

Thi s docunent and translations of it may be copied and furnished to
ot hers, and derivative works that conment on or otherwi se explain it
or assist inits inplenentation may be prepared, copied, published
and distributed, in whole or in part, without restriction of any

ki nd, provided that the above copyright notice and this paragraph are
i ncluded on all such copies and derivative works. However, this
docunent itself may not be nodified in any way, such as by renoving
the copyright notice or references to the Internet Society or other
I nternet organi zati ons, except as needed for the purpose of
devel opi ng Internet standards in which case the procedures for
copyrights defined in the Internet Standards process nust be
followed, or as required to translate it into |anguages ot her than
Engl i sh.

The Iimted perm ssions granted above are perpetual and will not be
revoked by the Internet Society or its successors or assigns.

Thi s docunent and the information contained herein is provided on an
"AS | S" basis and THE | NTERNET SOCI ETY AND THE | NTERNET ENG NEERI NG
TASK FORCE DI SCLAI M5 ALL WARRANTI ES, EXPRESS OR | MPLI ED, | NCLUDI NG
BUT NOT LI M TED TO ANY WARRANTY THAT THE USE OF THE | NFORVATI ON
HEREI N W LL NOT | NFRI NGE ANY RI GHTS OR ANY | MPLI ED WARRANTI ES OF
MERCHANTABI LI TY OR FI TNESS FOR A PARTI CULAR PURPCSE
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