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Abst ract

Thi s docunent defines a set of nmetrics and their usage to eval uate
the performance of end-to-end Session Initiation Protocol (SIP) for
tel ephony services in both production and testing environments. The
pur pose of this document is to conmbine a standard set of common
netrics, allow ng interoperabl e performance neasurenents, easing the
conpari son of industry inplenentations.

Status of This Menp
This is an Internet Standards Track document.

Thi s docunent is a product of the Internet Engineering Task Force
(IETF). It represents the consensus of the |IETF community. It has
recei ved public review and has been approved for publication by the
I nternet Engineering Steering Goup (IESG. Further information on
Internet Standards is available in Section 2 of RFC 5741.

I nformati on about the current status of this docunment, any errata,

and how to provide feedback on it may be obtained at
http://ww. rfc-editor.org/info/rfc6076
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1. Introduction and Scope

SI P has becone a wi dely used standard anobng nmany service providers,
vendors, and end users in the tel ecomunications industry. Although
there are many different standards for neasuring the performance of

t el ephony signaling protocols, such as Signaling System 7 (SS7), none
of the netrics specifically address SIP

The scope of this docunent is limted to the definitions of a
standard set of netrics for measuring and reporting SIP performance
froman end-to-end perspective in a tel ephony environnent. The
metrics introduce a common foundation for understandi ng and

guanti fyi ng performance expectations between service providers,
vendors, and the users of services based on SIP. The intended
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audi ence for this docunent can be found anobng network operators, who
often collect information on the responsiveness of the network to
customer requests for services.

Measurenents of the metrics described in this docunment are affected
by variables external to SIP. The following is a non-exhaustive |ist
of exanpl es:

o Network connectivity
o0 Switch and router performance
o Server processes and hardware performance

Thi s docunent defines a list of pertinent metrics for varying aspects
of a tel ephony environnent. They may be used individually or as a
set based on the usage of SIP within the context of a given

t el ecommuni cati ons service

The nmetrics defined in this document DO NOT take into consideration
the inpairment or failure of actual application processing of a
request or response. The netrics do not distinguish application
processing tinme from other sources of delay, such as packet transfer
del ay.

Metrics designed to quantify single device application processing
performance are beyond the scope of this document.

Thi s docunent does not provide any nunerical objectives or acceptance
threshol d values for the SIP performance netrics defined bel ow, as
these itens are beyond the scope of |ETF activities, in general

The netrics defined in this docunent are applicable in scenarios
where the SIP nessages |aunched (into a network under test) are
dedi cat ed nessages for testing purposes, or where the nessages are
user-initiated and a portion of the live is traffic present. These
two scenarios are sonetines referred to as active and passive
nmeasur enent, respectively.

2. Term nol ogy

The followi ng terns and conventions will be used throughout this
document :

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].
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End-to-End - This is described as two or nore elements utilized for
initiating a request, receiving the request, and responding to the
request. It enconpasses el enents as necessary to be involved in a
session dial og between the originating user agent client (UAQ
destinati on user agent server (UAS), and any interim proxies (my
al so include back-to-back user agents (B2BUAs)). This may be
relative to a single operator’s set of elenents or may extend to
enconpass all elenents (if beyond a single operator’s network)
associ ated with a session.

Session - As described in RFC 3261 [ RFC3261], SIP is used primarily

to request, create, and conclude sessions. "These sessions include
Internet tel ephone calls, nmultinmedia distribution, and nultinedia
conferences". The nmetrics within this docunent nmeasure the

performance associated with the SIP dial ogs necessary to establish
these sessions; therefore, they are titled as Session Request Del ay,
Session Disconnect Delay, etc. Although the titles of many of the
nmetrics include this term they are specifically neasuring the
signaling aspects only. Each session is identified by a unique
"Call-I1D', "To", and "Froni' header field tag.

Sessi on Establishnent - Session establishnent occurs when a 200 K
response fromthe target UA has been received, in response to the
originating UA's INVITE setup request, indicating the session setup
request was successful.

Session Setup - As referenced within the sub-sections of Section 4.2
in this document, session setup is the set of messages and incl uded
paranmeters directly related to the process of a UA requesting to
establish a session with a corresponding UA. This is al so described
as a set of steps in order to establish "ringing" [RFC3261].

3. Time Interval Measurenent and Reporting

Many of the metrics defined in this neno utilize a clock to assess
the time interval between two events. This section defines time-
related terns and reporting requirenents.

tl - start tinme

This is the tine instant (when a request is sent) that begins a
continuous tinme interval. t1 occurs when the designated request has
been processed by the SIP application and the first bit of the
request packet has been sent fromthe UA or proxy (and is externally
observabl e at some |ogical or physical interface).
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t1l represents the tinme at which each request-response test begins,
and SHALL be used to designate the tinme of day when a particul ar
nmeasur enment was conducted (e.g., the Session Request Delay at "t1"
(at some specific UA interface) was neasured to be X ms).

t4 - end tine

This is the tine instant that concludes the continuous tinme interva
begun when the related request is sent. t4 occurs when the last bit
of the designated response is received by the SIP application at the
requesting device (and is externally observable at some |ogical or
physical interface).

Not e: The designations t2 and t3 are reserved for future use at
another interface involved in satisfying a request.

Section 10.1 of [RFC2330] describes tine-related issues in
nmeasurenments, and defines the errors that can be attributed to the
cl ocks thensel ves. These definitions are used in the material bel ow.

Ti me- of - Day Accuracy

As defined above, t1 is associated with the start of a request and
al so serves as the tine-of-day stanp associated with a single

speci fic neasurenment. The clock offset [ RFC2330] is the difference
between t1 and a recogni zed prinmary source of time, such as UTC
(offset =t1 - UTQ).

VWhen neasurenment results will be correlated with other results or

i nformation using tinme-of-day stanps, then the tine clock that
supplies t1 SHOULD be synchronized to a prinmary tine source, to
mnimze the clock’s offset. The clocks used at the different
nmeasur enent poi nts SHOULD be synchroni zed to each other, to ninimze
the relative offset (as defined in RFC2330). The clock’s offset and
the relative offset MUST be reported with each neasurenent.

Time Interval Accuracy
The accuracy of the t4-t1 interval is also critical to maintain and
report. The difference between a clock’s offsets at t1 and t4 is one

source of error for the measurenent and is associated with the
cl ock’ s skew [ RFC2330].

Mal as & Morton St andards Track [ Page 6]



RFC 6076 SI P End-to-End Performance Metrics January 2011

A stabl e and reasonably accurate clock is needed to nake the tine

i nterval nmeasurenents required by this nenmo. This source of error
SHOULD be constrained to less than +/- 1 ns, inplying 1-part-per-1000
frequency accuracy for a 1-second interval. This inplies that
greater stability is required as the length of the t4-t1 increases,
in order to constrain the error to be less than +/- 1 ns.

There are other inportant aspects of clock operation

1. Synchronization protocols require some ability to make
adjustments to the local clock. However, these adjustnents
(clock steps or slew ng) can cause large errors if they occur
during the t1l to t4 neasurenent interval. C ock correction
SHOULD be suspended during a tl to t4 neasurenent interval,
unl ess the tine interval accuracy requirenment above will be net.
Al ternatively, a measurenent SHOULD NOT be performed during clock
correction, unless the tine interval accuracy requirenment above
will be net.

2. If afree-running clock is used to nake the tinme interva
nmeasurenent, then the tinme of day reported with the neasurenent
(which is normally timestanmp t1) SHOULD be derived froma
different clock that nmeets the tine-of-day accuracy requirenents
descri bed above.

The physical operation of reading time froma clock may be
constrained by the delay to service the interrupt. Therefore, if the
accuracy of the time stanp read at t1 or t4 includes the interrupt
delay, this source of error SHOULD be known and included in the error
assessnent.

4., S|P Performance Metrics

In regard to all of the following netrics, t1 begins with the first
associ ated SIP nessage sent by either UA, and is not reset if the UA
nmust retransmt the sane nessage, within the sane transaction
nmultiple times. The first associated SIP nessage indicates the t1l
associated with the user or application expectation relative to the
request.

Sone metrics are cal cul ated using nmessages fromdifferent
transactions in order to neasure across actions such as redirection
and failure recovery. The end tine is typically based on a
successful end-to-end provisional response, a successful fina
response, or a failure final response for which there is no recovery.
The individual metrics detail which nmessage to base the end tinme on
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The authentication nethod used to establish the SIP dialog wll
change t he nmessage exchanges. The exanpl e nessage exchanges used do
not attenpt to describe all of the various authentication types.
Since authentication is frequently used, SIP Digest authentication
was used for exanpl e purposes.

In regard to all of the netrics, the accuracy and granularity of the
out put values are related to the accuracy and granularity of the
i nput values. Some of the netrics below are defined by a ratio.
VWhen the denom nator of this ratio is 0, the netric is undefined.

Wil e these netrics do not specify the sanple size, this should be
taken into consideration. These netrics will provide a better

i ndi cation of performance with |arger sanple sets. For exanple, sone
SIP Service Providers (SSPs) [RFC5486] may choose to collect input
over an hourly, daily, weekly, or monthly tinmefrane, while another
SSP may choose to performmetric cal cul ati ons over a varying set of
SI P di al ogs.

4.1. Registration Request Delay (RRD)

Regi stration Request Delay (RRD) is a nmeasurement of the delay in
responding to a UA REG STER request. RRD SHALL be neasured and
reported only for successful REQ STER requests, while Ineffective
Regi stration Attenpts (Section 4.2) SHALL be reported for failures.
This nmetric is nmeasured at the originating UA. The output val ue of
this netric is nunerical and SHOULD be stated in units of
mlliseconds. The RRD is calculated using the follow ng fornula:

RRD = Tinme of Final Response - Tinme of REQ STER Request

In a successful registration attenpt, RRD is defined as the time
interval fromwhen the first bit of the initial REG STER nessage
contai ning the necessary information is passed by the originating UA
to the intended registrar, until the last bit of the 200 XK is
received indicating the registration attenpt has conpleted
successfully. This dialog includes an expected authentication
chal |l enge prior to receiving the 200 OK as described in the foll ow ng
regi stration flow exanpl es.

The foll owi ng nessage exchange provi des an exanple of identifiable

events necessary for inputs in calculating RRD during a successfu
regi stration conpletion
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UAL Regi strar
| |
| REG STER |
tl---->| - mmmme e - >
A 401
| <o |
RRD | REA STER |
N R >|
\/ ] 200|

Edem o> Qoo |
| |

Note: Networks with elenents using primarily Digest authentication
will exhibit different RRD characteristics than networks with

el enents primarily using other authentication nechani sns (such as

Identity). Operators monitoring RRD in networks with a m xture of
aut henti cation schemes shoul d take note that the RRD neasurements

will likely have a multinodal distribution.

4.2. Ineffective Registration Attenpts (I RAs)

Ineffective registration attenpts are utilized to detect failures or
i mpai rments causing the inability of a registrar to receive a UA
REQ STER request. This metric is neasured at the originating UA
The output value of this metric is nunerical and SHOULD be reported
as a percentage of registration attenpts.

This metric is calculated as a percentage of total REG STER requests.
The | RA percentage is cal cul ated using the follow ng fornul a:

# of IRAs
IRA %= ----mmmmmmmmmm oo x 100
Total # of REGQ STER Requests

A failed registration attenpt is defined as a final failure response
to the initial REG STER request. It usually indicates a failure
received fromthe destination registrar or interimproxies, or
failure due to a tinmeout of the REG STER request at the originating
UA. A failure response is described as a 4XX (excluding 401, 402,
and 407 non-failure challenge response codes), 5XX, or possible 6XX
message. A tinmeout failure is identified by the Timer F expiring.

| RAs may be used to detect problens in downstream signaling
functions, which may be inpairing the REG STER nessage from reaching
the intended registrar; or, it may indicate a registrar has becone
over| oaded and is unable to respond to the request.

Mal as & Morton St andards Track [ Page 9]



RFC 6076 SI P End-to-End Performance Metrics January 2011

The foll owi ng nessage exchange provides a tinmeout exanple of an
identifiable event necessary for input as a failed registration
attenpt:

UAL Regi strar
I REG STER I
eGSR ’
reaser )
R R RS >]
Failure---->I***Tirrer F Expires i

In the previous nessage exchange, UAl retries a REG STER request
nmultiple times before the tiner expires, indicating the failure.

Only the first REQ STER request MJST be used for input to the

calcul ation and an | RA. Subsequent REG STER retries are identified
by the same transaction identifier (the sane topnost Via header field
branch parameter val ue) and MJST be ignored for purposes of netric
calculation. This ensures an accurate representation of the nmetric
out put .

The foll owi ng nessage exchange provides a registrar servicing failure
exanpl e of an identifiable event necessary for input as a failed
registration attenpt:

UA1 Regi strar
| |
| REG STER |
| =--mmmm e >|
| |
| |
| |
| |
| 503]|

Failure ---->|<-----mommmmiaaa oo |
|

4.3. Session Request Delay (SRD)

Session Request Delay (SRD) is utilized to detect failures or

i mpai rments causing delays in responding to a UA session request.

SRD i s neasured for both successful and failed session setup requests
as this metric usually relates to a user experience; however, SRD for
session requests ending in a failure MJUST NOT be conbined in the sane

Mal as & Morton St andards Track [ Page 10]



RFC 6076 SI P End-to-End Performance Metrics January 2011

result with successful requests. The duration associated with
success and failure responses will likely vary substantially, and the
desired output tinme associated with each will be significantly
different in many cases. This metric is simlar to Post-Selection
Del ay defined in [E. 721], and it is neasured at the originating UA
only. The output value of this metric MJST indi cate whether the
output is for successful or failed session requests and SHOULD be
stated in units of seconds. The SRD is cal cul ated using the
follow ng fornul a:

SRD = Time of Status Indicative Response - Tinme of INVITE
4.3.1. Successful Session Setup SRD

In a successful request attenpt, SRD is defined as the tine interva
fromwhen the first bit of the initial INVITE message containing the
necessary information is sent by the originating user agent to the

i ntended nedi ation or destination agent, until the last bit of the
first provisional response is received indicating an audible or
visual status of the initial session setup request. (Note: In sone
cases, the initial INVITE may be forked. Section 5.4 provides

i nformati on for consideration on forking.) In SIP, the nessage

i ndi cating status would be a non-100 Tryi ng provisional nessage

received in response to an INVITE request. In sone cases, a non-100
Trying provisional nessage is not received, but rather a 200 nessage
is received as the first status nmessage instead. 1In these

situations, the 200 nessage woul d be used to calculate the interval.
In nost circunstances, this metric relies on receiving a non-100
Tryi ng message. The use of the Provisional Response ACKnow edgenent
(PRACK) net hod [ RFC3262] MAY inprove the quality and consistency of
the results.

The foll owi ng nessage exchange provi des an exanple of identifiable
events necessary for inputs in calculating SRD during a successfu
session setup request without a redirect (i.e., 3XX nmessage):

UAL UA2
| |
| I NVI TE |
T >|
AN |
1| |
SRD | |
I |
Vo 180
T |
|
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The foll owi ng nessage exchange provides an exanple of identifiable
events necessary for inputs in calculating SRD during a successfu
session setup with a redirect (e.g., 302 Mouved Tenporarily):

UAL Redi rect Server UA2
| | |
| I NVI TE | |

tl---->| - m e >| |

A 302| |

|| <o | |

|| | ACK | |
SRD |------mmmmmm e >|

[] |JINVITE |

I RS >|

\/ 180|

R G |

4.3.2. Failed Session Setup SRD

In a failed request attenpt, SRD is defined as the tine interval from
when the first bit of the initial INVITE nmessage containing the
necessary information is sent by the originating agent or user to the
i ntended nedi ati on or destination agent, until the last bit of the
first provisional response or a failure indication response. A
failure response is described as a 4XX (excluding 401, 402, and 407
non-failure chall enge response codes), 5XX, or possible 6XX nessage.
A change in the netric output might indicate problenms in downstream
signaling functions, which nmay be inpairing the I NVITE message from
reaching the intended UA or may indicate changes in end-point
behavior. Wiile this netric calculates the delay associated with a
failed session request, the nmetric Ineffective Session Attenpts
(Section 4.8) is used for calculating a ratio of session attenpt
failures.

The foll owi ng nessage exchange provi des an exanple of identifiable

events necessary for inputs in calculating SRD during a failed
session setup attenpt without a redirect (i.e., 3XX nessage):
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4.4.

Ma

UAL uA2
| |
| I NVI TE |

T >|

AN |
1| |
SRD | |
I |
Vo 480]

T |

|

The foll owi ng nessage exchange provides an exanple of identifiable
events necessary for inputs in calculating SRD during a failed
session setup attenpt with a redirect (e.g., 302 Moved Tenporarily):

UAL Redi rect Server UA2
| | |
| I NVI TE | |

tl---->| - m e >| |

A 302| |

|| <o | |

|| | ACK | |
SRD |---------mmmim - >|

[] |JINVITE |

I RS >|

\/ 480|

R G |

Sessi on Di sconnect Del ay (SDD)

This nmetric is utilized to detect failures or inpairnments del ayi ng
the tinme necessary to end a session. SDD is neasured for both
successful and failed session disconnects; however, SDD for session
di sconnects ending in a failure MJUST NOT be conbined in the sane
result with successful disconnects. The duration associated with

success and failure results will likely vary substantially, and the
desired output tinme associated with each will be significantly
different in many cases. It can be measured from either end-point UA

involved in the SIP dialog. The output value of this netric is
nunerical and SHOULD be stated in units of mlliseconds. The SDD is
cal cul ated using the follow ng formul a:

SDD = Time of 2XX or Tineout - Tinme of Conpletion Message (BYE)
SDD is defined as the interval between the first bit of the sent

session conpl eti on nessage, such as a BYE, and the last bit of the
subsequently received 2XX response. |In sone cases, a recoverable
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error response, such as a 503 Retry-After, may be received. In such
situations, these responses should not be used as the end tinme for
this netric calculation. |Instead, the successful (2XX) response
related to the recovery message is used. The follow ng nessage
exchanges provi de an exanple of identifiable events necessary for
inputs in calculating SDD during a successful session conpletion

Measuring SDD at the originating UA (UAl) -

UAL uA2

| |
| 1NVl TE |
<o >|
| 180|
[ <eem e |
| 200
[ EEEEEEEREREPLPTRERRS |
| ACK |
|2 -r >]
| BYE |
T >|
AN |
I |
SDD | |
[ |
Vo 200

T |

UAL UA2

I
| I NVI TE |
o >|
| 180|
R
I 200|
SRR EEEEEEEEEE |
| ACK I
o >|
| BYE|
R | <----t1
| | 7\
I |11
I | SDD
I |11
| 200 | \/
R >|<----t4
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In sone cases, no response is received after a session conpletion
nessage is sent and potentially retried. 1In this case, the
conpl eti on nmessage, such as a BYE, results in a Timer F expiration
Sessions ending in this manner SHOULD be excluded fromthe netric
cal cul ati on.

4.5. Session Duration Tinme (SDT)

This metric is used to detect problens (e.g., poor audio quality)
causi ng short session durations. SDT is neasured for both successfu
and failed session conmpletions. 1t can be neasured fromeither end-
point UA involved in the SIP dialog. This netric is sinmlar to Cal
Hold Tine, and it is traditionally cal culated as Average Call Hold
Time (ACHT) in tel ephony applications of SIP. The output value of
this netric is nunerical and SHOULD be stated in units of seconds.
The SDT is cal culated using the follow ng fornul a:

SDT = Tinme of BYE or Tinmeout - Tine of 200 OK response to | NVITE

This nmetric does not cal culate the duration of sessions |everaging
early media. For exanple, some automated response systens only use
early media by responding with a SIP 183 Sessi on Progress nessage
with the Session Description Protocol (SDP) connecting the
originating UA with the automated nessage. Usually, in these
sessions the originating UA never receives a 200 OK, and the nessage
exchange ends with the originating UA sending a CANCEL

4.5.1. Successful Session Duration SDT

In a successful session conpletion, SDT is calculated as an average
and is defined as the duration of a dialog defined by the interva
bet ween receipt of the first bit of a 200 OK response to an | NVITE,
and receipt of the last bit of an associated BYE nessage indicating
di al og conpletion. Retransm ssions of the 200 OK and ACK nmessages
due to network inmpairments do not reset the netric tinmers.

The foll owi ng nessage exchanges provi de an exanple of identifiable
events necessary for inputs in calculating SDT during a successfu
session conpletion. (The nmessage exchanges are changed between the
originating and target UAs to provide varying exanples.):
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Measuring SDT at the originating UA (UALl) -

UAL UA2
| |
| I N\VI TE |
[~ >|
| 180|
| <o |
| 200]|

tl---->| <emmmmm e
I\ ] ACK |
N R R R >
Il |
SDT |
[l |
[ |
\/ BYE
[ R S |
|

When neasuring SDT at the target UA (UA2), it is defined by the

i nterval between sending the first bit of a 200 OK response to an

INVI TE, and receipt of the last bit of an associ ated BYE nessage

i ndicating dialog conpletion. If UA2 initiates the BYE, then it is
defined by the interval between sending the first bit of a 200 K
response to an INVITE, and sending the first bit of an associated BYE
nessage indicating dialog conpletion. This is illustrated in the
fol |l owi ng exanpl e message exchange:

UAL UA2
| |

| I NVI TE |

| =--mmmm - >|

| 180|

[ <----mmmmm e -

| 200|

IR T T T Uy ——— | <----t1
| ACK A

| =--mmmm - > ||

| |1

| | SDT

| |1

| |1

| BYE| \/

| Smmmm e | <----t4
|
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(In these two exanples, t1l is the sanme even if either UA receives the
BYE i nstead of sending it.)

4.5.2. Failed Session Conpletion SDT

In sonme cases, no response is received after a session conpletion
nessage is sent and potentially retried. 1In this case, SDT is
defined as the interval between receiving the first bit of a 200 K
response to an INVITE, and the resulting Timer F expiration. The
fol |l owi ng message exchanges provi de an exanple of identifiable events
necessary for inputs in calculating SDT during a failed session

conpl etion attenpt:

Measuring SDT at the originating UA (UAl) -

UAL UA2
|
| I NVI TE |
| >|
| 180|
I
| 200|
tl---->| <-mmemmmme e - -
I\ | ACK |
| oo >|
|| |BYE |
SDT | ----mmmmmmm e - >
|| |BYE |
A R R EEEE R >|
|
|

t4---->***Timer F Expires

When neasuring SDT at UA2, SDT is defined as the interval between
sending the first bit of a 200 OK response to an INVITE, and the
resulting Timer F expiration. This is illustrated in the follow ng
exanpl e nessage exchange:
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UAL UA2
I I
| I NVI TE |
|- >|
| 180|
R
| 200|
I | <----t1
| ACK|] /\
|- >
I BYE| ||
R | SDT
I BYE| ||
| <o |
| | \/
| -

Timer F Expires***|<----t4

Note that in the presence of nessage | oss and retransm ssion, the
value of this nmetric neasured at UAL nay differ fromthe val ue
neasured at UA2 up to the value of Tinmer F.

4.6. Session Establishment Ratio (SER)

This metric is used to detect the ability of a term nating UA or
downstream proxy to successfully establish sessions per new session

I NVI TE requests. SER is defined as the ratio of the nunber of new
session INVITE requests resulting in a 200 OK response, to the tota
nunber of attenpted INVITE requests less INVITE requests resulting in
a 3XX response. This netric is simlar to the Answer Seizure Ratio
(ASR) defined in [E. 411]. It is neasured at the originating UA only.
The output value of this metric is nunerical and SHOULD be adj usted
to indicate a percentage of successfully established sessions. The
SER i s cal cul ated using the follow ng fornmnul a:

# of INVITE Requests w associated 200 K

(Total # of INVITE Requests) -
(# of INVITE Requests w 3XX Response)

The foll owi ng nessage exchange provi des an exanple of identifiable

events necessary for inputs in determ ning session establishment as
descri bed above:
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UAL UA2
| |
| I NVI TE |

e R T >
| | 180|
. | <o |
Sessi on Established |
| | |
| | 200|
e R |
|

The followi ng is an exanpl e nessage exchange including a SIP 302
Redi rect response.

| | 302
|
| INVI TE
e b R e >
| |
| | 180
Sessi on Established SR R R
| | |
| | 200|
e R e i
|

4.7. Session Establishment Effectiveness Ratio (SEER)

This nmetric is conplinmentary to SER, but is intended to exclude the
potential effects of an individual user of the target UA fromthe
nmetric. SEER is defined as the ratio of the number of INVITE
requests resulting in a 200 K response and | NVI TE requests resulting
in a 480, 486, 600, or 603; to the total number of attenpted |INVITE
requests less INVITE requests resulting in a 3XX response. The
response codes 480, 486, 600, and 603 were chosen because they
clearly indicate the effect of an individual user of the UA. It is
possi bl e an individual user could cause a negative effect on the UA
For exanple, they may have mi sconfigured the UA, causing a response
code not directly related to an SSP, but this cannot be easily
determ ned froman internedi ary B2BUA sonmewhere between the
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originating and terminating UAs. Wth this in consideration
response codes such as 401, 407, and 420 (not an exhaustive |ist)
were not included in the nunerator of the netric. This nmetric is
simlar to the Network Effectiveness Ratio (NER) defined in [E 411].
It is nmeasured at the originating UA only. The output value of this
nmetric is nunmerical and SHOULD be adjusted to indicate a percentage
of successfully established sessions | ess comon UAS fail ures.

The SEER is cal cul ated using the follow ng formul a:
SEER =
# of INVITE Requests w associ ated 200, 480, 486, 600, or 603

(Total # of INVITE Requests) -
(# of INVITE Requests w 3XX Response)

Ref erence the exanple flows in Section 4.6.
4.8. Ineffective Session Attenpts (I SAs)

I neffective session attenpts occur when a proxy or agent internally
rel eases a setup request with a failed or overl oaded condition. This
netric is simlar to Ineffective Machine Attenpts (I MAs) in tel ephony
applications of SIP, and was adopted from Tel cordi a GR-512- CORE
[GR-512]. The output value of this netric is nunmerical and SHOULD be
adjusted to indicate a percentage of ineffective session attenpts.
The following failure responses provide a guideline for this
criterion:

o 408 Request Ti neout

o 500 Server Internal Error

o 503 Service Unavail abl e

o 504 Server Time-out

This set was derived in a sinmilar manner as described in Section 4.7.
In addition, 408 failure responses may indicate an overl oaded state
with a downstream el enent; however, there are situations other than
overl oad that may cause an increase in 408 responses.

This metric is calculated as a percentage of total session setup

requests. The | SA percentage is cal culated using the follow ng
f ormul a:
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# of

| SAs

I SA %6 = = -cmmmmmmm e

The foll owi ng di al og [ RFC3665]

Tot al

# of Session Requests

exchanges of an ineffective session attenpt:

January 2011

x 100

provi des an exanpl e describi ng nessage

UAL Proxy 1 Proxy 2 UA2
IINVITE I I
R >| I I
I 407 I I
e I I I
|------mmmmme o >| I I
| I N\VI TE | |
[ ------mmm - - >| | NVI TE
| 100| --------------- >| | NVI TE
| <---emmmmmeee - | 100| --------------- >
I A I I
| | | | N\VI TE |
I I | === >|
I I I I
| | | I N\VI TE |
I I |-----mmmmmm o - >|
I I I I
I I 408| I
| 408 <--------------- | |
| <----mmmmooooo-- | ACK I I
I | == >| I
| ACK I I I
R REEETEE > | |

A session conpletion is defined as a SIP dial og,
without failing due to a |l ack of
This metric is simlar to the Cal

t el ephony applications of SIP.

UA.

nunerica

This nmetric is calculated as a percentage of tota

successfully. The SCR percentage is cal culated using the follow ng

formul a:

Session Conpletion Ratio (SCR)

whi ch conpl etes

response froman i ntended proxy or
Conpl etion Ratio (CCR)
The output value of this nmetric is

in

and SHOULD be adjusted to indicate a percentage of
successfully conmpl et ed sessi ons.
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necessary nessage exchanges of a successfu
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# of Successfully Conpl eted Sessions
SCR U= - -mm - m oo
Total # of Session Requests

January 2011

x 100

provi des an exanpl e describing the
session conpl eti on:

UA1 Proxy 1 Proxy 2 UA2
IINVITE I I
| ----------- >| I I
I 407| I I
T | | |
| ------mm - >| I I
| I NVI TE | |
[----=------- >| I NVI TE
| 100| --------------- >| I NVI TE
| <---mmmmmm - | 100| --------------- >
| | | 180
| | 180 | <-----mmmmm - |
| 180 <---------mmmm - | |
| <---mmmmmie - | | 200|
| | 200| <-------mmmammm |
| 200| <-------mmmmmmm | |
T | | |
EEREEEEEEE >| ACK | |
| T i |
_______________ >
| Both Way RTP Media |
I I I BYE|
| o e |
K e e e e e e e m = -
| <o | | |
| 200 | | |
[----------- >| 200 | |
[----mmmmm oo - >| 200 |
I | === >|
I
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5.

5.

5.

5.

1

2.

3.

Addi ti onal Consi derations
Metric Correl ations

These netrics may be used to determne the performance of a domain
and/ or user. The following is an exanpl e subset of dinensions for
providing further granularity per netric:

o To "user"

o From "user"

o Bi-direction "user”

o To "domain"

o From "domain"

o Bi-direction "domain"
Back-t o- Back User Agent (B2BUA)

A B2BUA may inpact the ability to collect these netrics with an end-
to-end perspective. It is necessary to realize that a B2BUA nay act
as an originating UAC and termnating UAS, or it nmay act as a proxy.
In sonme cases, it may be necessary to consider information collected
fromboth sides of the B2BUA in order to determ ne the end-to-end
perspective. |n other cases, the B2BUA may act sinply as a proxy
allowing data to be derived as necessary for the input into any of
the listed cal cul ati ons.

Aut hori zati on and Aut henticati on

During the process of setting up a SIP dialog, various authentication
met hods may be utilized. These authentication nmethods will add to
the duration as neasured by the netrics, and the length of tinme wll
vary based on those nethods. The failures of these authentication
nmet hods will al so be captured by these netrics, since SIP is
ultimately used to indicate the success or failure of the

aut hori zati on and/or authentication attenpt. The metrics in

Section 3 are inclusive of the duration associated with this process,
even if the method is external to SIP. This was included
purposefully, due to its inherent inpact on the protocol and the
subsequent SIP dial ogs.
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5.4. Forking

For ki ng SHOULD be consi dered when determ ning the nessages associ at ed
with the input values for the described netrics. |If all of the
forked dialogs were used in the netric cal cul ati ons, the nunbers
woul d skew dramatically. There are two different points of forking,
and each MUST be considered. First, forking may occur at a proxy
downstream fromthe UA that is being used for metric input val ues.
The downstream proxy is responsible for forking a nessage. Then

this proxy will send provisional (e.g., 180) nessages received from
the requests and send the accepted (e.g., 200) response to the UA

Second, in the cases where the originating UA or proxy is forking the
nessages, then it MJST parse the nessage exchanges necessary for

input into the metrics. For exanple, it MAY utilize the first INVITE
or set of INVITE nessages sent and the first accepted 200 OK.  Tags
will identify this dialog as distinct fromthe other 200 OK
responses, which are acknow edged, and an i mediate BYE is sent. The
application responsi ble for capturing and/or understandi ng the input
val ues MJUST utilize these tags to distinguish between dial og

requests.

Note that if an INVITE is forked before reaching its destination
nmultiple early dialogs are likely, and nultiple confirned dialogs are
possi bl e (though unlikely). Wen this occurs, an SRD neasurenent
shoul d be taken for each dialog that is created (early or confirnmed).

5.5. Data Collection

The i nput necessary for these calculations nay be collected in a
nunber of different manners. |t may be collected or retrieved from
call detail records (CDRs) or raw signaling information generated by
a proxy or UA. Wien using records, tine synchronization MJST be
consi dered between applicabl e el enents.

If these nmetrics are calculated at individual elenments (such as
proxi es or endpoints) instead of by a centralized managenment system
and the individual elenents use different nmeasurenent sanple sizes,
then the metrics reported for the same event at those el ements nay
differ significantly.

The infornmation may al so be transmtted through the use of network
managenent protocols |ike the Sinple Network Management Protoco
(SNWP) and via future extensions to the SIP Managenent | nformation
Base (M B) nodul es [ RFC4780], or through a potential undefined new
performance metric event package [ RFC3265] retrieved via SUBSCRI BE
requests.
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Data nay be collected for a sanple of calls or all calls, and nmay
al so be derived fromtest call scenarios. These netrics are flexible
based on the needs of the application

For consistency in calculation of the nmetrics, elenments shoul d expect
to reveal event inputs for use by a centralized managenment system
whi ch woul d cal cul ate the netrics based on a varying set sanple size
of inputs received fromelenents conpliant with this specification

5.6. Testing Documentation

In sonme cases, these netrics will be used to provide output values to
signify the performance | evel of a specific SIP-based elenment. Wen
using these netrics in a test environnment, the environment MJST be
accurately docunented for the purposes of replicating any out put
values in future testing and/or validation.

6. Concl usi ons

Thi s docunent provides a description of comopn perfornance netrics
and their defined use with SIP. The use of these netrics wll
provi de a comon vi ewpoi nt across all vendors, service providers, and
users. These metrics will likely be utilized in production tel ephony
SIP environments for providing i nput regardi ng Key Performance
Indicators (KPlI) and Service Level Agreenent (SLA) indications;
however, they may al so be used for testing end-to-end SIP-based
service environments.

7. Security Considerations

Security shoul d be considered in the aspect of securing the relative
data utilized in providing input to the above cal cul ations. Al

ot her aspects of security should be considered as described in

RFC 3261 [ RFC3261].

| mpl ementers of these metrics MJST realize that these netrics could
be used to describe characteristics of custoner and user usage
patterns, and privacy shoul d be consi dered when coll ecting,
transporting, and storing them
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