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Abst ract

Thi s docunent registers Hypertext Transfer Protocol (HTTP)
aut henti cation schemes that have been defined in RFCs before the | ANA
HTTP Aut henticati on Scheme Regi stry was established.

Status of This Menp

Thi s docunent is not an Internet Standards Track specification; it is
publ i shed for informational purposes.

Thi s docunent is a product of the Internet Engineering Task Force
(IETF). It represents the consensus of the IETF community. It has
recei ved public review and has been approved for publication by the
Internet Engineering Steering Group (IESG. Not all docunents
approved by the I ESG are a candidate for any |level of Internet

St andard; see Section 2 of RFC 5741.

I nformati on about the current status of this docunment, any errata,
and how to provide feedback on it nmay be obtained at
http://ww. rfc-editor.org/info/rfc7236

Copyri ght Notice

Copyright (c) 2014 |ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

Thi s docunent is subject to BCP 78 and the | ETF Trust's Lega
Provisions Relating to | ETF Documents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunment nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Introduction

Thi s docunent registers Hypertext Transfer Protocol (HTTP)
aut hentication schenmes that have been defined in RFCs before the | ANA
HTTP Aut henticati on Schene Regi stry was established.

2. Security Considerations

There are no security considerations related to the registration
itself.

Security considerations applicable to the individual authentication
schenes ought to be discussed in the specifications that define them

3. | ANA Consi der ati ons

The registrations bel ow have been added to the | ANA "Hypert ext
Transfer Protocol (HTTP) Authentication Schenme Registry" at
<http://ww. i ana. org/ assi gnnment s/ http-aut hschenes> (see Section 5.1
of [RFC7235]).

o m e e o S o e m e e e e e e e e e e e e e e am o - +
| Authentication | Reference | Notes |
| Schenme Nane | | |
o Fom o oo e e e e e e e e e ee e +
| Basic | [RFC2617], | |
| | Section 2 |

| Bearer | [RFC6750] | |
| Digest | [RFC2617], |

| | Section 3 |

| Negotiate | [RFC4559], | This authentication schene viol ates

| | Section 3 | both HTTP semantics (being |
| | | connection-oriented) and syntax

| | | (use of syntax inconpatible with

| | | the WAV Aut henticate and |
| | | Authorization header field syntax).

| QAuth | [RFC5849], | |
| | Section |

| | 3.5.1 | |
o m e e o S o e m e e e e e e e e e e e e e e am o - +

Reschke I nf or mati onal [ Page 2]



RFC 7236 HTTP Aut henticati on Scheme Regi strations June 2014

4. Normative References

[ RFC2617] Franks, J., Hallam Baker, P., Hostetler, J., Lawence, S.,
Leach, P., Luotonen, A, and L. Stewart, "HITP
Aut henti cation: Basic and Di gest Access Authentication”,
RFC 2617, June 1999.

[ RFC4559] Jaganathan, K., zZhu, L., and J. Brezak, "SPNEGO based
Ker beros and NTLM HTTP Aut hentication in Mcrosoft
W ndows", RFC 4559, June 2006.

[ RFC5849] Hanmer-Lahav, E., "The QAuth 1.0 Protocol", RFC 5849,
April 2010.

[ RFC6750] Jones, M and D. Hardt, "The QAuth 2.0 Authorization
Framewor k: Bearer Token Usage", RFC 6750, October 2012.

[ RFC7235] Fielding, R, Ed. and J. Reschke, Ed., "Hypertext Transfer
Protocol (HTTP/1.1): Authentication", RFC 7235, June 2014.

Aut hor’ s Addr ess

Julian F. Reschke
gr eenbyt es GrbH
Haf enweg 16
Muenster, NW 48155
Cer many

EMai | : julian.reschke@reenbytes. de
URI : http://greenbytes. de/tech/ webdav/

Reschke I nf or mati onal [ Page 3]






